
Privacy Policy

League of Predictors

1. General Provisions

1.1. This Privacy Policy (hereinafter "Policy") defines the procedure for collecting, storing, processing, 
and protecting the personal data of users when using the League of Predictors platform (hereinafter 
"Platform").

1.2. Use of the Platform by the User signifies full and unconditional agreement with the terms of this 
Policy.

1.3. The Platform Administration takes the confidentiality of User information seriously and strives to 
ensure its protection in accordance with best practices.

1.4. The Platform Administration reserves the right to make changes to this Policy at any time. The 
new version comes into force from the moment it is published on the Platform. The User is obliged to 
independently monitor changes.

1.5. For the purposes of this Privacy Policy, the following terms have the following meanings:

•  Platform: All resources related to League of Predictors, including, but not limited to: website,  
Telegram bot, user chats, and other online services provided within the framework of League of 
Predictors.

•  Services: All services and functionalities provided to Users on the Platform, including, but not 
limited to: participation in games, communication with other Users, access to content, etc.

•  User: Any natural person using the Platform.

•  Platform Administration: A person or group of persons responsible for the management and 
support of the Platform.

•  Personal Data: Any information relating directly or indirectly to an identified or identifiable natural 
person (User).

2. Collection of Personal Data

2.1. The Platform may collect the following types of personal data:

•  Information provided by the User during registration: username, email address, password (in 
encrypted form), date of birth, country of residence.

•  Information provided by the User when using the Platform: transaction data (donations, purchases, 
sales), in-game statistics, chat messages, and other content created by the User.

•  Technical information: IP address, device type, operating system, browser, location data, cookies, 
and similar tracking technologies.

•  Information received from third parties: In the case of using authentication services (for example,  
through  social  networks),  the  Platform  may  receive  information  permitted  by  the  User  to  be 
transferred from these services (for example, name, email address, friend list, etc.).



3. Purposes of Processing Personal Data

3.1. The Platform processes Users' personal data for the following purposes:

•   Providing  and  supporting  Services:  ensuring  access  to  the  Platform,  account  management,  
transaction processing, providing technical support.

•  Improving the Platform: analyzing data to improve functionality, ease of use, and Platform security.

•   Personalization:  offering  Users  content,  services,  and advertising materials  that  match  their 
interests and preferences.

•   Communication:  sending  Users  notifications  about  updates,  promotions,  news,  and  other 
important events.

•  Preventing fraud and ensuring security: detecting and preventing fraudulent activities, ensuring 
the security of the Platform and Users.

•  Compliance with legal requirements: fulfilling the requirements of applicable law.

4. Legal Basis for Processing

4.1. The Platform processes personal data on the following legal bases:

•  User consent: In cases where explicit User consent is required for the processing of their personal 
data (for  example,  for  sending advertising mailings),  the Platform obtains such consent before 
processing begins.

•  Performance of a contract: The processing of personal data is necessary for the performance of this 
User Agreement and providing the User with access to the Platform and Services.

•  Legitimate interests: The Platform may process personal data in its legitimate interests, such as 
improving the Platform, preventing fraud, and ensuring security, provided that these interests do not 
outweigh the rights and freedoms of the User.

•  Compliance with legal requirements: The processing of personal data is necessary for compliance 
with the requirements of applicable law.

5. Transfer and Disclosure of Data to Third Parties

5.1. The Platform may transfer Users' personal data to third parties in the following cases:

•  Service providers: The Platform may engage third-party service providers to process personal data 
on its behalf (for example, for hosting, analytics, payment processing, sending emails). The Platform 
enters  into  agreements  with  such  providers  that  ensure  the  protection  of  personal  data  in 
accordance with the requirements of this section.

•  The Platform may disclose personal data to law enforcement agencies in response to a lawful 
request or if the Platform believes that it is necessary to protect its rights, the security of the Platform, 
or Users.

•  In the event of a merger or acquisition of the Platform, Users' personal data may be transferred to 
the successor.



6. Storage and Protection of Data

6.1. The Platform stores Users' personal data for as long as it is necessary to achieve the purposes 
specified in this section, or for as long as it is required by applicable law.

6.2. The Platform takes reasonable technical and organizational measures to protect Users' personal 
data  from unauthorized  access,  use,  modification,  or  destruction.  The  Platform uses  generally 
accepted security standards to protect personal data.

6.3.  The Platform makes every reasonable effort  to protect  Users'  personal  data.  However,  the 
Platform is not responsible for the leakage of personal data resulting from the actions of third parties, 
including, but not limited to, hacking of security systems, unauthorized access to data, actions of 
hackers, as well as for the actions of service providers not under the direct control of the Platform, 
provided  that  the  Platform  has  taken  reasonable  measures  to  ensure  data  security  during 
transmission and storage with such providers. The User acknowledges and agrees that the use of the 
Platform implies a certain level of risk associated with the transmission and storage of data on the 
Internet.

7. User Rights

7.1. The User has the following rights in relation to their personal data:

•  Right of access: The user has the right to obtain information about what personal data the Platform 
stores about them.

•  Right to rectification: The user has the right to correct inaccurate or incomplete personal data.

•  Right to erasure: The user has the right to request the deletion of their personal data if there are no 
longer legal grounds for processing it.

•  Right to restriction of processing: The user has the right to request the restriction of the processing 
of their personal data in certain cases.

•  Right to data portability: The user has the right to receive their personal data in a structured,  
commonly used, and machine-readable format.

•  Right to object: The user has the right to object to the processing of their personal data in certain  
cases.

•  Right to withdraw consent: If the processing of personal data is based on the User's consent, the 
User has the right to withdraw their consent at any time.

7.2. To exercise their rights, the User can contact the Platform's support service at the email address 
specified in the "Contact Information" section.

8. Use of Cookies and Similar Technologies

8.1. The Platform uses cookies, web beacons, and other technologies to:

•  Improve the operation of the Platform and its applications.

•  Analyze traffic and user behavior on the Platform.



•  Personalize content and advertising on the Platform.

8.2. Types of cookies used:

•  Necessary (functional) cookies: ensure the basic operation of the Platform and provide the User  
with access to the main functions. They do not collect any personal information that could be used for 
marketing purposes.

•  Performance cookies: collect information about how Users use the Platform, for example, which 
pages they visit most often and what errors they receive. This information is used to improve the 
operation of the Platform.

•  Functional cookies: allow the Platform to remember User preferences (for example, language, 
region) and provide a more personalized experience.

•  Advertising cookies: are used to show Users advertisements that match their interests. They are 
also used to limit the number of times an advertisement is shown and to evaluate the effectiveness of 
advertising campaigns.

8.3. The User can manage cookie settings in their browser. Most browsers allow the User to block or 
delete cookies. However, blocking cookies may cause some Platform functions to work incorrectly.

8.4. The Platform may use third-party services that also use cookies. The Platform does not control 
these cookies and recommends that the User familiarize themselves with the privacy policies of the 
relevant services.

9. Limitation of Liability

9.1. The Platform is not responsible for technical failures, data loss, or other problems arising from 
reasons beyond the Platform's control.

9.2. The Platform is not responsible for the consequences of unauthorized access to data.

9.3. The User is solely responsible for the security of their account credentials and actions within the 
Platform.

10. International Data Transfer

10.1.  The  Platform  ensures  compliance  with  data  protection  requirements  in  accordance  with 
international standards.

11. Data of Minors

11.1. The Platform is not intended for use by individuals under the age of 18.

11.2. The Platform does not knowingly collect personal data from minors without the consent of their 
legal representatives.

12. Changes to the Privacy Policy



12.1. The Platform may make changes to this Privacy Policy at any time. The Platform will notify Users 
of significant changes by posting a notice on the Platform or sending an email. Continued use of the 
Platform after changes are made constitutes acceptance by the User of the new version of the Privacy 
Policy.

13. Contact Information

13.1. For questions related to the processing of personal data, the User can contact the Platform's 
support service at: info@lop.cx

14. Consent to the Processing of Personal Data

14.1. The Platform User consents to the use, processing, transfer to third parties, and other actions 
with the User's Personal Data within the framework described in this Agreement, as well as the terms, 
documents, and other information available on the Platform.

15. Applicable laws

15.1. This Privacy Policy is governed by the principles of international law and is aimed at protecting 
your data regardless of your geographical location. We do not adhere to specific national laws, which 
allows us to implement the best security and privacy practices available on a global scale.

Contact Information:
info@lop.cx

Effective Date: 
July 11, 2025


